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Motivation

- IT-Systems are protected nowadays by Public-Key-Infrastructures (PKI)
- PKI is based on digital certificates
- Certificate lifetime is fixed and ignores the actual risk of potential security breaches
Goal

• The calculation of the certificate lifetime shall depend on an aggregated risk calculation.

• This includes the following factors:
  • Security of the infrastructure
  • Security relevance of the sensitive informations
  • Vulnerability of the system
  • Further ones?
Trust = 1,0 * 0,8 * 0,6
or
Trust = (1,0 + 0,8 + 0,6) / 3
or ???

maxTime * Security of system

Lifetime = Security relevance of the sensitive informations
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